Na temelju članka 26. Statuta Doma zdravlja Koprivničko-križevačke županije KLASA: 011-02/24-01/2, URBROJ: 2137-88-04-24-1 od 27. rujna 2024. godine i članka 37. stavka 1. Opće Uredbe (EU) 2016/679 Europskog parlamenta i Vijeća od 27. travnja 2016. godine o zaštiti pojedinaca u vezi s obradom osobnih podataka i o slobodnom kretanju takvih podataka te o stavljanju izvan snage Direktive 95/46/EZ („Službeni list Europske unije“ broj L 119/1 - u daljnjem tekstu: Opća uredba o zaštiti podataka), ravnateljica Doma zdravlja Koprivničko-križevačke županije Željka Fruk, univ.mag.oec., spec.oec. donosi
ODLUKU

o imenovanju službenika za zaštitu podataka
u Domu zdravlja Koprivničko-križevačke županije

Članak 1.
Za službenika za zaštitu podataka (Data Protection Officer – DPO) u Domu zdravlja Koprivničko-križevačke županije imenuje se MIRJANA HANŽEKOVIĆ, univ.mag.oec. spec.oec.
                                                  Članak 2. 


Službenik za zaštitu podataka iz članka 1. ove Odluke obavlja najmanje sljedeće zadaće:
· informiranje i savjetovanje odgovornih osoba ustanove (ravnatelja,članova upravnog vijeća, pomoćnika, voditelja) te zaposlenika ustanove koji neposredno obavljaju obradu osobnih podataka o njihovim obvezama iz Opće uredbe o zaštiti podataka, 
· pomoć kroz pružanje savjeta voditelju obrade pri provedbi procjene učinka na zaštitu podataka  i to:

· da li provesti ili ne procjenu učinka na zaštitu osobnih podataka, 
· kojom se metodologijom služiti pri provedbi procjene učinka na zaštitu podataka, 
· provesti procjenu učinka na zaštitu podataka interno ili je povjeriti vanjskim izvršiteljima, 
· koje zaštitne mjere (uključujući tehničke i organizacijske mjere) primijeniti radi ublažavanja mogućih rizika za prava i interese ispitanika, 
· da li je procjena učinka na zaštitu podataka pravilno provedena ili nije 
· da li su zaključci procjene učinka u skladu s Općom uredbom o zaštiti podataka,
· analiza i praćenje provedbe Opće uredbe o zaštiti osobnih podataka i drugih propisa (npr. prikupljanje informacija vezanih uz aktivnost obrade podataka,  analiziranje postojećeg stanja, predlaganje potrebnih mjera usklađenja, sudjelovanje u izradi internih akata, ugovora, izjava, klauzula i sl.

· vođenje evidencije aktivnosti obrade podataka

· vodi evidenciju privola

· provodi sve postupke po zahtjevu ispitanika (pravo na informacije, pravo na pristup osobnim podacima koji se obrađuju, pravo na ispravak netočnih osobnih podataka ili na dopunu, pravo na zaborav/brisanje osobnih podataka, pravo na ograničenje obrade, pravo na prenosivost podataka, pravo na prigovor , pravo da se na njega ne primjenjuju odluke koje se donose automatizirano i sl.)
· osposobljavanje kroz podizanje svijesti zaposlenika ustanove koji neposredno sudjeluju u obradi podataka o važnosti zaštite osobnih podataka

· suradnja sa nadzornim tijelom (Agencija za zaštitu osobnih podataka,

· djeluje kao kontaktna točka za nadzorno tijelo o pitanjima u pogledu obrade osobnih podataka

· sastavlja godišnja izvješća o aktivnostima službenika i dostavlja ih odgovornoj osobi ustanove

· sastavlja zapisnike o provedenom nadzoru
· sastavlja mišljenja, upute, preporuke i sl. 

· obavlja sve druge poslove vezano za zaštitu osobnih podataka koji se pojave u tijeku rada ustanove

· obavlja i druge poslove sukladno posebnim propisima i Općoj uredbi o zaštiti osobnih podataka koji nisu navedeni u ovom članku Odluke.

Članak 3.

  Službenik za zaštitu podataka pri obavljanju svojih zadaća vodi računa o riziku povezanom s postupcima obrade i uzima u obzir prirodu, opseg, kontekst i svrhe obrade što znači da se od službenika za zaštitu podataka zahtjeva da utvrdi prioritetne aktivnosti i svoj trud usmjeri na pitanja koja predstavljaju veći rizik za zaštitu osobnih podataka odnosno da voditelju obrade pruži savjete o tome koju metodologiju upotrijebiti za provedbu procjene učinka na zaštitu podataka, koja bi područja trebalo podvrgnuti unutarnjoj i vanjskoj reviziji zaštite podataka, koje interne aktivnosti osposobljavanja osigurati za zaposlenike i rukovoditelje odgovorne za aktivnosti obrade podataka i kojim radnjama obrade posvetiti više vremena i sredstava.
                                            

Članak 4.

Službenik za zaštitu podataka u odnosu na izvršenje zadaća iz članka 2. i 3. ove Odluke samostalan je u radu i ne smije primati nikakve upute vezane uz izvršavanje svojih zadaća, kao što je npr. uputa o načinu rješavanja predmeta, o ishodu koji bi trebalo ostvariti, načinu vođenja istrage o pritužbi ili o tome treba li tražiti savjet nadzornog tijela, ne smije ga se uputiti da zauzme određeno mišljenje o predmetu koji se odnosi na zaštitu podataka i sl.

Službenik za zaštitu podataka ne smije biti razriješen ili kažnjen zbog izvršavanja svojih zadaća (zaštitna mjera).

Službenik za zaštitu podataka može biti razriješen od svojih dužnosti iz drugih razloga propisanih Zakonom o radu kao i svaki drugi zaposlenik ustanove, koji razlozi nisu povezani s pravodobnim i kvalitetnim izvršavanjem zadaća službenika za zaštitu podataka.

Službenik za zaštitu podataka može biti razriješen i na osobni zahtjev.

Službenik za zaštitu osobnih podataka ne smije biti u sukobu interesa u odnosu na ostale zadatke i dužnosti koje obavlja (zaštitna mjera).






Članak 5.

Službenik za zaštitu podataka izravno je odgovoran  ravnatelju i upravnom vijeću (zaštitna mjera). 






Članak 6.

Službenik za zaštitu osobnih podataka mora na primjeren način i pravodobno biti uključen u sva pitanja vezana za zaštitu i obradu osobnih podataka što naročito uključuje:  

· sudjelovanje na redovitim sastancima rukovodstva, 
· nazočnost pri donošenju odluka koje se mogu odraziti na zaštitu podataka radi pravodobnog davanja savjeta, 

· uvažavanje mišljenja službenika za zaštitu podataka, 

· da se u slučaju neslaganja rukovodstva sa mišljenjem službenika o tome sastavi bilješka i zabilježe razlozi zbog kojih se nije slijedio savjet ili mišljenje službenika za zaštitu podataka, 

· savjetovanje sa službenikom za zaštitu podataka provesti odmah nakon što je došlo do povrede podataka ili do nekog drugog incidenta.
Članak 7.

Službeniku za zaštitu osobnih podataka pružiti će se aktivna potpora rukovodstva, dostatno vrijeme kako bi službenik za zaštitu podataka ispunio svoje dužnosti, primjerenu potporu u pogledu financijskih sredstava, adekvatan uredski prostor, opremu i prema potrebi i osoblje.

O imenovanju službenika za zaštitu osobnih podataka službeno će se obavijestiti sve službe u ustanovi radi omogućavanja pristupa ostalim službama u okviru izvršavanja svojih zadaća kako bi mogao dobiti potporu i informacije od tih službi.
Službenik za zaštitu osobnih podataka dužan je kontinuirano se osposobljavati i stručno usavršavati radi stjecanja novih znanja i unapređivanja razine stručnosti u području zaštite podataka.





Članak 8.

Službenik za zaštitu podataka obvezan je tajnošću i povjerljivošću podataka te sve što sazna u obavljanju svojih zadaća predstavlja poslovnu tajnu koja ga obvezuje i nakon što prestane obavljati dužnost službenika za zaštitu podataka te u tom smislu potpisuje Izjavu o povjerljivosti.






Članak 9.
Kontakt podaci službenika za zaštitu podataka koji se objavljuju na web stranicama ustanove su: 
Mirjana Hanžeković – službenik za zaštitu osobnih podataka

e-mail adresa: sluzbenik.zastita.podataka@dzkkz.hr
tel. broj: 048 279 601.






Članak 10.
Ova Odluka stupa na snagu i primjenjuje se od dana donošenja.
Danom stupanja na snagu ove Odluke, Odluka Doma zdravlja Koprivničko-križevačke županije URBROJ:2137-16-3028/2018 od 08.svibnja 2018. godine stavlja se izvan snage. 







                                       RAVNATELJICA





                               Željka Fruk, univ.mag.oec. spec.oec.
KLASA: 009-01/26-01/1
URBROJ: 2137-88-04-26-1
Koprivnica, 14. siječnja 2026. 
